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iQuila Bridge Cloud Setup for Windows 
 

The iQuila Bridge Cloud software is an advanced AI-driven application that can bridge your 
entire network to the iQuila Cloud Layer2 virtual switch, this advanced software can be used 
in several different scenarios. This document will provide instructions on installing and setting 
up the Bridge software, you will be required to have a good understanding of Layer 2 
networking.  

Please use this software with great caution, incorrect use of this software could expose your 
network or cause your network to lock-up. 

(Please take care not to cause a Layer 2 loop). 

 

Once you have installed the Linux bridging software, please install the iQuila Windows 
manager as set out below. 

 
1. Install the iQuila Manager software by 

launching the application. 
  

 

 

 

 

 

2. Accept the License Agreement. 
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3. You may change the install path of the 
application, but we would recommend 
this is left to the default path. 
 
 
 
 
 
 
 

 

 
4. Once the wizard is ready, proceed 

with the install. 
 
 
 
 
 
 
 

 

 

 
5. When the install has finished, launch the iQuila Bridge application by clicking on the 

bridge icon placed on your desktop. 
 
 

6. This will launch the iQuila VEN 
Manager.  
 
 
Select the Option Add Bridge 
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7. You will now create and save a connection to 
your Linux server running iQuila Bridge. 
 
Connection name = Enter a Name for your 
connection. 
 
Under Host Name = Enter the Hostname or 
IP address of the Linux server you install the 
Linux bridging software. 
 
Port Number = Enter the Port 5555 unless you have configured a different port. 
 
Password = if you have never logged on to this server please leave the password 
section blank. 
 
If a Proxy server is between you and the iQuila Linux server then please Specify your 
proxy settings 
 
Select OK to Save and exit.  
 
 
 

8. You will now see your entry in the Connection 
Manager window, select the entry, and select 
Manage. 
 
 
 
 
 
 

 

 
9. Select the Manage button. A password window 

will appear, the default password is blank, so 
leave the password section blank and press OK. 
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10. The system will ask you to create a new 
password. Enter a new password in the 
password box and click OK. 

 

 
11. You will be prompted with a statement asking you to confirm that you have had 

training and understand how Layer 2 networking works. If you understand Layer 2 
networking, please proceed. Alternatively, please contact iQuila Support. 
 

12. A confirmation box will show asking confirmation to start the network driver. To 
proceed, select YES. Once the network has been selected, and the driver started, the 
driver runs as a service under services. The network driver is a Kennel mode driver, so 
will automatically start as Windows is booting.  
 

13. The next step is to enter your iQuila Cloud account details. Select Cloud Account setup 
and you will be prompted to fill in the following information. 
 
 
 
Setting name = Enter your Cloud Device Name 
Host Name = This is the Hostname of the iQuila Cloud 
server you are connecting to. This will be shown in the 
email that was sent when you created your device on the 
iQuila Portal. 
Port Number = Please leave this as 443 unless directed 
otherwise by iQuila support. 
Username = Enter the iQuila Cloud device name you 
created. 
Password = Enter the password you created for the 
Bridge device. 
Proxy setting = If you are connecting via a Proxy server, 
please enter the correct Proxy information. 

 

 



  IQ22064 

Copyright iQuila Ltd © 2021 6 

14. Click OK. A connection window will be 
displayed showing the status of the 
connection to the iQuila Cloud server. If 
the server is showing connected, click Exit. 
If the service is showing an error, please 
edit the connection details with the correct 
details and retry. 
 

 

 
15. Select the dropdown and select the 

Network adaptor you would like to 
Bridge. (All traffic that is located on this 
network adaptor will be bridged.) 
 

Once selected, click Close. This will now 
bridge your network to the iQuila Cloud 
switch. 

 

 

16. Viewing Active Sessions on the 
network. To view Active Sessions on the 
network, select the iQuila Cloud settings 
button. 
 

 

17. Click on the Active Sessions button. 
 
 
 
 
 
 
 
 
 
 
 
 



  IQ22064 

Copyright iQuila Ltd © 2021 7 

18. The Sessions Manager window will be 
displayed. This will show all active 
sessions on the remote network and 
local bridge. 
 
 
 
 
 

19. By selecting the Local Bridge entry, then 
selecting the MAC table of selected 
sessions, a display of all MAC addresses 
on the local bridge will be shown. 

 

 

 

 

20. By selecting the IP Table of the selected 
session, a display of all IP addresses on 
the local bridge will be shown. 
 
 
 
 
 
 
 

21. The MAC Address Table List will display 
all MAC accesses on the local database. 
This will be all the MAC addresses the 
iQuila Bridge software can see across the 
complete network. 
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22. The IP address Table List button will 
display all IP addresses the iQuila Bridge 
software can see across the complete 
network. 

 

 

 

 

NAT and DHCP Options 

23. To enable NAT, enter the configuration window by selecting the iQuila Cloud setting 
option. Then select the Enable NAT option. The NAT configuration window will be 
displayed. To enable NAT, select the Enable NAT option. A confirmation window will 
ask you to confirm this selection. Click OK to enable NAT. 
Caution = When enabling NAT, DHCP is Automatically enabled and will be broadcast down Bridge sessions 
or cloud sessions.  
 
 

 
24. To configure NAT and DHCP, select the NAT 

Configuration option. The following 
configuration window will be displayed. 
 
Please make the relevant changes to suit 
your network’s configuration. 
 
 
 
 
 
Split Tunnelling 
 

25. To enable split tunneling on the remote 
clients, select the “Edit static routing table 
to push” option 

Enter the routes you would like to push to 
the relevant clients. Press OK to save and 
push your configuration.  

 


